
Same Day Sick Appointments Available  -  Accepting New Patients

Sarah P. Elliott, MD O. Elliott Peters, MD, FAAP

“Children Are A Gift From God”

Call 704-994-2300 for an Appointment 

904 Morven Road, Wadesboro, NC 28170

ANSON PEDIATRICS

Serving Anson County Since 1996 Serving Anson County Since 2008

Flu Shots Available    We Offer ADHD Evaluations

PROVIDING QUALITY PEDIATRICPROVIDING QUALITY PEDIATRIC    
CARE IN ANSON COUNTYCARE IN ANSON COUNTY 

We Accept  Most Insurances Accepting  New Patients 

1134 Holly Street in Wadesboro  (On Hwy 74 across from CVS)                   
Mon-Thurs 8:30-5  &  Closed Fridays      704-694-3618  
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Vascular Surgery • Endovascular Intervention
Obinna N. Eruchalu, MD, FACS, FICS, RPVI

METROLINA SURGICAL SPECIALISTS, PLLC

Call (704)226-0531 for your PAD assessment today!

907 Fitzgerald Street • Monroe, NC 28112         
Phone (704) 226-0531 • Fax (704) 292-7880 

NOW ACCEPTING NEW PATIENTS      Monday-Friday   8 a.m. to 5 p.m.
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SWELLING

One in every 20 Americans over  
the age of 50 suffers from PAD - a 

condition caused by plaque or  
fatty deposits in the arteries that  

limit blood flow to the legs and feet. 
This puts them at greater risk for  
heart attack, stroke and limb loss.

DDoonn’’tt  lleett  lleegg  ppaaiinn  ssllooww  yyoouu  ddoowwnn..

Symptoms of Peripheral Arterial Disease (PAD)

Citizens Urged to Get Vaccinated this Holiday Season 
 

Governor Roy Cooper and North Carolina Department of Health and Human 
Services Secretary Mandy K. Cohen, M.D. provided an update on the state’s     
COVID-19 key metrics and trends. 

“North Carolina is working hard to increase the number of vaccinated people, in-
cluding children who are now eligible,” said Governor Roy Cooper. “If you want to 
make your holiday gatherings safer, get your shot today – these vaccines are safe, 
effective and free.” 

North Carolina is making progress increasing the number of vaccinated people 
across the state. Since Executive Order 224 went into effect requiring state employ-
ees be vaccinated or tested weekly, the vaccination rate has increased from 65% in 
mid-September to 76% at the end of November. State health facilities have required 
vaccinations for their workers to protect them and their patients, and more than 
99% of those workers have now been vaccinated. 

Younger children are also getting vaccinated following the CDC’s recent recommen-
dation that children ages 5 to 11 receive a safe and effective lower dose COVID-19 
vaccine to protect them from serious illness and complications from the virus. In North 
Carolina, 13 percent of children ages 5 to 11 have already received their first dose. 

“Getting children vaccinated helps keep them healthy and protected from         
COVID-19. It’s why I got my daughters vaccinated right away,” said Secretary 
Cohen. “With the holidays approaching and people gathering, don’t wait to vaccinate. 

Booster shots for those already vaccinated are widely available in North Carolina. 
The CDC recommends that everyone 18 years or older receive a booster shot to 
strengthen and extend protections against serious illness, hospitalization, or death 
from COVID-19. Pfizer or Moderna COVID-19 vaccine recipients should get a 
booster six months after their second dose. Those who received a single Johnson & 
Johnson COVID-19 vaccine should get a booster two months later.  

Governor Cooper also signed three Executive Orders this week. Executive Order 238 
extends COVID-19 testing and vaccine verification policies for cabinet agencies.         
Executive Order 239 extends the waiver of certain transportation regulations to assist 
in pandemic response. Executive Order 240 gives scheduling flexibility to criminal 
justice training classes in case of COVID-19 outbreaks. 

As of November 30, North Carolina has administered over 13.4 million doses of 
the COVID-19 vaccine, with 68 percent of the adult population fully vaccinated.        
72 percent of adults have received at least one dose of the vaccine, including 94 
percent of North Carolinians 65 and over. 

North Carolinians can learn more COVID-19 vaccinations at 
YourSpotYourShot.nc.gov (English) or Vacunate.nc.gov (Spanish). Visit NCDHHS’ 
page covid19.ncdhhs.gov/vaccines/kids/locations to find a family vaccine              
event. Use NCDHHS’ online tool covid19.ncdhhs.gov/vaccines to find a nearby 
vaccination site. The North Carolina Vaccine Help Center at 888-675-4567             
can also help you make an appointment. It is open 7 a.m.–7 p.m. on weekdays and 
8 a.m.–4 p.m. on weekends. 
 

Online Shopping Scams  
Flourish on Social Media During Pandemic 

 
A shift toward online shopping during COVID-19, global supply chain crisis,           

and a resurgent economy have all created a recipe for a breakneck holiday shopping 
season – one where online shopping fraud poses a tremendous risk to consumers. 
Online purchase scams have skyrocketed during the pandemic, and social media         
ads play a key role in the mushrooming problem, a new Better Business Bureau 
(BBB) study finds. 

The in-depth investigative study – Theft on a massive scale: Online shopping fraud 
and the role of social media – finds the pandemic, along with lax social commerce 
shopping platforms, has opened the door for scammers in China to steal from          
desperate online shoppers. Read the full study at www.bbb.org. 

Online shopping fraud has been growing for several years, but according to BBB 
research, it dramatically increased during the pandemic as more people shopped     
online. A BBB survey found 29% of people shopped online before COVID, and this 
increased to 37% by the end of 2020. In turn, BBB Scam Tracker reports about  
online shopping scams nearly doubled from 2019 to 2020, and the BBB Institute 
for Marketplace Trust named online shopping scams as the riskiest scam of 2020, 
publishing special reports on this growing fraud in 2020 and 2021. Complaints to 
the Federal Trade Commission (FTC) about online purchases more than doubled in 
2020 and continue to increase throughout 2021. Also, online shopping has more 
BBB “F”-rated companies than any other type of business. 

Most online fraud reports examined involve a response to online ads on Facebook 
and Instagram. After placing an order, victims report receiving nothing or receiving 
items that were counterfeit or inferior from what the ads promised. Scammers often 
take product photos or a landing page from legitimate businesses, post them on 
Facebook and Instagram and take online orders at websites they create. This leads 
to complaints against legitimate businesses, as victims often do not realize they have 
lost their money to a scammer rather than the business the scammer was portraying. 

BBB found it was common that people who were not actively looking for a          
product, but lost money in the transaction, began with Facebook or Instagram           
70% of the time. Fraudsters understand how Facebook targets shoppers and have 
developed strategies to reach those likely to be interested in buying their bogus           
products. Many victims and legitimate businesses believe that Facebook and               
Instagram should do more to prevent this widespread fraud. A recent federal class 
action lawsuit against Facebook contends that it is complicit in fraudulent sales and 
fails to abide by its own policies in addressing them. 

While credit cards are still the most frequent payment method in online scams,       
online scammers increasingly are requesting payment through PayPal. Credit cards 
and PayPal offer a degree of buyer protection by allowing buyers to dispute charges, 
although scam victims have reported difficulty getting refunds through PayPal. In         
addition, scammers employ a variety of tactics to circumvent the dispute process,    
including exorbitant shipping costs to return items for a refund, supplying bogus      
shipping tracking numbers, and delaying the process in order to run out the             
clock for a dispute claim. 

Online purchase scams originate from a variety of actors. Counterfeit goods             
operations, and those who sell goods online that are not delivered or send items        
significantly different from what was described, have been tracked to businesses            
or organized gangs based in China. While China has blocked its people from             
using Facebook’s social media platform in China, businesses there traffic counterfeit 
goods and spend billions to advertise on the site. Pet scams are primarily                     
operated by gangs from Cameroon. Vehicle scams have been traced to gangs             
from Romania and free trial offer scams have been found to be operated mostly by 
people in the U.S. and Canada. 

Law enforcement actions mostly have been limited to scammers and their                  
accomplices operating in the U.S. and Canada. In 2020, U.S. customs                     
agencies seized $1.3 billion in counterfeit goods, arresting 203 individuals and            
securing 98 convictions.


